
EXHIBIT   C 





NOTE Investigators who do not have access to the Enterprise Case Management System (ECMS) may 
contact RTCC-FIS via phone or email. Investigators must provide a case or COMPLAINT 
REPORT (PD313-152) number. RTCC-FIS will generate an FIS Request DD5.



ADDITIONAL 
DATA 

The use of facial recognition technology that compares probe images against images outside 
the photo repository is prohibited, unless approval is granted for such analysis in a specific 
case for an articulable reason by the Chief of Detectives or Deputy Commissioner, 
Intelligence and Counterterrorism. 

RTCC-FIS and Detective Squad supervisors shall comply with P.G. 219-14, “Department 
Computer Systems” to evaluate and monitor compliance with this procedure by 
investigators who utilize facial recognition technology. 



ADDITIONAL 
DATA  
(continued)

All records related to facial recognition requests and results will be subject to privacy, 
confidentiality, and dissemination restrictions, as per P.G. 212-76, “Information Concerning 
Official Business of Department,” as well as all related procedures and applicable local and 
federal laws/rules. 

Members of the Detective Bureau should direct all requests from outside agencies to RTCC-
FIS on an “FIS Outside Agency Form.” A copy of a complaint report from another law 
enforcement agency must be submitted with the “FIS Outside Agency Form.” 

The Intelligence Bureau shall also follow an analogous procedure when Intelligence 
Bureau investigators utilize facial recognition technology and will abide by Handschu 
Guidelines whenever they apply. 

RELATED
PROCEDURES 

Department Confidentiality Policy (P.G. 203-22) 
Information Concerning Official Business of Department (P.G. 212-76) 
Department Computer Systems (P.G. 219-14) 

FORMS AND 
REPORTS 


